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Mojo AirTight

SpectraGuard® Enterprise
The World s Leading
Wireless Intrusion Prevention System

AirTight C10 WIPS Sensor
The ONLY 100% Dedicated WIPS
Sensor In The Market

The Industry’s First
8oz.11ac WIPS
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The Industry’s First
Cloud Based WIPS

Full Secuity Controls
Of BYODs
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v Rouge Access Point

v Unauthorized Association

v Client Mis-Association

v/ Ad-Hoc Connection

v/ Mis-Configured Access Point

v Bridging Clients

v/ AP MAC Spoofing

v/ Honeypot/Evil Twin Access Point

v Denial of Service (DoS) Attack

v WEP & WPA Cracking Attack

v/ Prevention of Client RF Signature Attack

v/ Bring Your Own Devices (BYODs)
Access Controls

World'sfirst
WIPS - fully
automated

AirTight Innovation Track Record giee.2014
802.11ac
\ WIPS

The ONLY
Strong Positive
~ WIPS - Gartner

Largest cloud-
managed Wi-Fi

deployment

World's first
PClCompliant
solution

:; AiTight

World's first
cloud based
Widely WIPS &
recognizedas 802.11InWIPS
WIPS leader

CRN 2014 Tech Innovator Award

2014 Golden Bridge Business & Innovation Award

2014 Cloudys Cloud Channel Innovation Award

Tower Group - scores the ONLY PERFECT ’10’ rating

Tolly Report - the ONLY WIPS delivering on all tests

Information Security - the ONLY STRAIGHT ‘A’ vendor
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Gartner

The ONLY WIPS Vendor rated
Strong Positive

The ONLY WIPS approved for use at
United States Department of Defense
(EAL2+, FIPS 140-2 and DISA UC APL criteria)
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UC APL

Aer‘ght

The Global Leader In Secured WiFi Solutions
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Mojo AirTight SpectraGuard® Enterprise

Wireless Intrusion Prevention System (WIPS)

Enforce a Wireless Policy Secure Wired Network
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»Secure the network

+ Block unauthorized wireless
access
+ Detect & locate rogue APs

+Prevent connections to
external APs

+Secure the client
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Reduce Administrative Burden Facilitate Compliance

traGuard
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«Protect consumer data
~Prevent unauthorized
Wi-Fi access
« Perform routine vulnerability
scans

« Centralized administration
- Granular policy enforcement

_ﬂ = Lower administration costs
o
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=
. Comparative Criteria Marker Packets™ MAC Correlation
Automatic Comprehensive Reliable
i ificati Threat Coverage Th i
Device Classification g reat Prevention 1. False negative on NAT APs Never
- 2. False positive on neighbor AP Never Often
1 3. Latency of detection Low (few minutes) High (tens of minutes)
*“““‘J 4. Configurati i Zero High
Accurate BYOD Automated 5. Scalability Infinite Poor
Location Tracking Policy Enfor Compliance Reporting
6. Manual intervention for classification None Extensive

Mojo AirTight SpectraGuard® Enterprise Appliance Server — SA360

» Supports Up To 1,200 Sensors
* Redundant RAID1 HDD

* Redundant Power Supply

* 1U Rack Mountable

Mojo AirTight 802.11ac WIPS Sensor — C75

« 802.11a/b/g/n/ac
@ e + Comes standard with 802.3af PoE Injector
i + 6 units integrated built-in antennas
| + Comes standard with ceiling or wall mounting kit
=m— + SIRIM & MCMC Approved

» NEMA Enclosure for Outdoor Deployment

« Preassembled with Mojo AirTight C75 Sensor for easy, secure & weatherproof deployment
» Option of IP42 and IP65 rated (Ventilated or Non-Ventilated)

* RoHS & NEMA Compliant

« Comes standard with Dual Mode (2.4GHz & 5.0GHz) Dome Shaped Antenna

« Comes standard with 6 units lightning arrestors

® Mojo, Mojo AirTight, AirTight and SpectraGuard are Registered Trademarks of Mojo Networks, Inc.
™ Mojo Networks and the Mojo Networks logo are Trademarks of Mojo Networks, Inc

Authorized Reseller
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Distributed In Malaysia Since 2008 By :

SECUIED dOLuTiond
Secured Solutions (M) Sdn Bhd

www.securedsolutions.com.my

For enquiries, please contact :

Tel : +603 21169637
Email : sales@securedsolutions.com.my K )
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